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Abstract 
This study evaluates the technological readiness and policy 
robustness of Financial Intelligence Units (FIUs) in 
combating money laundering, focusing on the adoption of 
advanced analytics tools and the adequacy of Anti-Money 
Laundering (AML) legal frameworks. Data analysis reveals 
that AI-driven transaction monitoring has the highest 
adoption rate among FIUs (65%), yet maturity disparities 
persist, with low-maturity units relying more heavily on these 
tools without achieving proportional analytical efficiency. Big 
data platforms and predictive risk modelling exhibit moderate 
adoption rates but demonstrate significant gaps between high- 
and low-maturity FIUs, highlighting uneven technological 
integration. Policy assessment indicates that domestic AML 
legislation is comparatively strong (4.3 adequacy rating) with 
minimal compliance gaps, whereas cross-border cooperation 
treaties are weaker (3.5 adequacy rating) and suffer from the 
largest compliance shortfall (25%). Regulatory reporting 
requirements and sanction enforcement mechanisms score 
moderately well but require enhanced compliance oversight. 
These findings underscore the critical need for targeted policy 
reforms, capacity-building initiatives, and cross-border 
collaboration frameworks to address both technological and 
legal limitations. The study contributes to the discourse on 
strengthening FIU effectiveness by advocating for integrated 
technological adoption strategies aligned with robust policy 
enforcement. Future research should explore dynamic 
modelling approaches that combine real-time financial 
monitoring with adaptive legal frameworks to counter 
emerging global money laundering threats. 
Keywords: AI-driven monitoring, AML legislation, Big Data 
Platforms, Compliance Gaps, Cross-Border Cooperation, 
Predictive Risk Modelling 

Introduction 
Financial Intelligence Units (FIUs) were at the forefront of worldwide combating money laundering 

as they were the main national bodies to receive, analyse and share financial intelligence with a relevant 
authority (Fang et al., 2022). Growth in money laundering schemes has grown incredibly complex in the last 
few years due to the evolution in financial technology, cross-border financial transactions, and mixing between 
legitimate funds and illicit money using complex layering methods (Rahman et al., 2023). Criminal groups 
have taken advantage of the flaws in the finances even more, and the financing of illicit assets increased the 
usage of shell firms, trade-based laundering, and cryptocurrencies in order to hide the source of the proceeds 
(Gilmour, 2022). Consequently, the enhancement of FIUs operational capacities, analytical capabilities, and 
the frameworks of international cooperation proved to be necessary in terms of fighting these new threats 
(Liao & Zhang, 2024). 

Even though the international system of regulation is implemented by the Financial Action Task Force 
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(FATF) and regional regulatory facilities, FIU was frequently challenged by technological facilities, limitation 
of distribution of data, and cooperation with law-update organizations (Johnson & Lee, 2023). Such 
weaknesses had not enabled them successfully to tackle dynamic and complex money laundering typologies. 
Due to the dynamic process of crime innovations, innovations in the methodology of financial intelligence 
gathering and processing were required in order to find potentially suspicious activities in time and on a regular 
basis (Zhu et al., 2023). The establishment of coordinated policy structures, the development of technical 
expertise, and the establishment of trustworthy relationships among intelligence-sharing partners were all 
necessary for the reinforcement of FIUs (Hussain et al., 2023).  

This study has examined several strategies for improving FIUs to detect and stop complex money 
laundering schemes. It addressed interagency collaboration, technology adoption, and institutional capacity, 
all of which are still essential to raising FIU performance. According to Osei-Tutu and Asare (2024), the study 
has also examined the significance of sophisticated analytics and cross-border data exchange in improving the 
detection of sophisticated money laundering schemes in both domestic and international contexts. 
Research Background 

Globally, money laundering posed significant obstacles to financial integrity, undermining the 
economy and fostering the growth of criminal enterprises (Wong & Chen, 2023). Due to the concept of multi-
layered transactions that can conceal the illicit origins of funds, money launderers' methods have become 
increasingly sophisticated over time (Blach, 2022).The detailed plans often utilized the international 
commerce and investment portfolios, the developing financial tools in the digital form, which rendered it more 
difficult to reveal and halt them by FIUs. The emergence of cryptocurrencies and decentralized finance (DeFi) 
platforms offered more paths towards the obfuscation of financial flows (Houben & Snyers, 2022). 

The history of FIUs began in the framework of international anti-money laundering (AML) and 
counter-terrorist financing (CTF) regulation regimes, especially in accordance with FATF Recommendations 
(Schott, 2023). They were the national touchpoints where Suspicious Transaction Reports (STRs) and other 
pertinent financial data reported on by affected entities were gathered, trend identification was done, and 
evidence of such achieved to supportive law enforcement agencies (Van der Does de Willebois, 2023). 
Nevertheless, the inequalities in models of operations or technological instruments, as well as other differences 
in different jurisdictions, contributed to the lack of uniformity in the effectiveness of FIUs. In numerous 
countries, FIUs faced old analytical tools, insufficient staff, and lack of proper training which made them 
unable to combat new-age threats (Mugarura, 2023). 

Recent technological advancements, particularly in the areas of artificial intelligence, blockchain 
research, and big data processing, have produced opportunities to enhance FIU's operations (Marian, 2023). 
Combining these tools could be extremely beneficial in detecting cross-border money transfers, illegal 
complex layering transactions, and unusual transaction patterns that traditional mechanisms overlook 
(Schneider, 2023). To ensure that gathered intelligence could be turned into legal action, it was also crucial to 
strengthen cooperation between FIUs, financial institutions, and law enforcement (Borgers & Moors, 2022). 
Research Problem 

This paper significance was acknowledged, the majority of FIUs continued to face organizational 
challenges that permitted and even facilitated their incapacity to identify and stop intricate money laundering 
schemes. Legislation and bureaucracy had conditioned barriers on cross-border information flow, and a 
significant number of FIUs lacked access to advanced analytical tools and had severe resource shortages 
(Zagaris, 2023). These flaws made financial systems vulnerable to gangs that employed sophisticated methods 
to evade detection. Monitoring illicit financial flows has become more difficult due to the growing criminal 
exploitation of technology that includes anonymization and blockchain-based financial assets (Almeida et al., 
2023). The truth is that frameworks for international cooperation were already in place, but they were 
frequently not fully implemented, and there was insufficient trust between jurisdictions to enable prompt 
intelligence sharing. This made it necessary to look into ways to raise awareness and improve FIUs' 
institutional and technological capabilities in order to effectively handle the new risks of money laundering in 
the globalized financial sector. 
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Research Objectives 
To examine the current operational challenges faced by FIUs in detecting and preventing complex 

money laundering schemes. 
To assess the role of technological innovations in enhancing FIU analytical and investigative 

capacities. 
To evaluate the effectiveness of inter-agency and cross-border cooperation in supporting FIU 

operations. 
To propose strategies for strengthening the institutional capacity of FIUs. 

Research Questions 
Q1. What operational challenges limited the effectiveness of FIUs in combating complex money laundering 

schemes? 
Q2. How could technological advancements improve FIU detection and prevention capabilities? 
Q3. In what ways did inter-agency and cross-border cooperation influence FIU effectiveness? 
Q4. What strategic measures could strengthen FIUs in the context of evolving money laundering threats? 

Significance of the Study 
In terms of how FIUs can be ready to combat sophisticated money laundering schemes, this paper has 

been able to educate the world. It provided a comprehensive picture of the factors influencing FIU 
performance by examining both institutional and technological aspects. The study offered workable 
recommendations that would guide regulators, policymakers, and FIU administrators in creating more 
effective models for thwarting illicit financial flows. The importance of international collaborations, which 
run concurrently with global AML/CTF strategies, was also underlined as a means of a thorough and efficient 
response to the growing threats. 
Literature Review 
Advancements in Machine Learning and AI for AML/FIU Operations 

Researchers have demonstrated the transformative potential of machine learning (ML) and artificial 
intelligence (AI) in enhancing FIU's functions. For instance, a recent systematic literature review of AI-trained 
anti-money-laundering systems using a decision tree paradigm and referencing several machine learning 
models found that decision trees and other ML models had significantly improved pattern detection and 
reduced false positives, but it also pointed out persistent issues with data access and source quality (Nad 
Husnaningtyas et al., 2024). They emphasised that the hybrid ML and deep learning shift enhanced the system 
efficacy but data heterogeneity and the scarcity of data endured as bottlenecking. 

Tang et al. (2025) presented a new hybrid deep generative model GANs-VAEs applied to the anomaly 
detection of large-scale payment flows. Their approach impressive compared to classic ML in detecting rare 
laundering behaviours situations particularly when data is scarce. This technology was an indication that large-
scale generative modelling should be viable in the detection of subtle facilitation patterns in financial 
networks. 

Also, another stream of works discussed by Deprez et al. (2025) critically reviewed ongoing graph 
learning methods, that is, graph neural networks (GNNs) based on AML. Their reasoning was that the 
constantly changing behaviour of laundering was solved with their continual learning strategies, which 
enabled the model to have what it learned before about the pattern of detection, but adjust to new threatening 
situations-a critical development since laundering money is constantly changing. 

Effendi and Chattopadhyay (2024) addressed one of the major impediments, this being the sharing of 
data between the financial institutions and FIUs. They also suggested graph-based ML pipelines that are 
privacy-preserving and constructed on a fully homomorphic-encryption (FHE). These pipelines supported 
collaborative AML modelling--which allowed institutions to model over the same data jointly, over encrypted 
data--and thus balanced privacy rules with collaborative analytics. Their findings suggested a high degree of 
predictive error, even when encrypted, making such methods to be an opportunity to drive secure, and cross-
institute analytics. 
Real-Time, Scalable Big-Data Architectures 

Liu et al. (2025) have introduced a big-data-oriented system combining real-time stream processing 
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facilities (e.g., Kafka, Flink) with ML models (logistic regression, decision tree, random forest) to identify a 
fraudulent transaction with more than 99% classification accuracy. This architecture represented the way in 
which FIUs and financial monitors would be able to scale the detection to the areas of vast data flow with no 
loss of speed and accuracy. 

Applied research presented real-life examples of the FIU strengthening with the assistance of AI in 
particular jurisdictions. In India, FINnet 2.0 based on AI/ML was introduced as the FIU uses it to better analyse 
the reports on a suspected transaction (Business Standard, 2024; Times of India, 2024). This system used NLP, 
text mining, risk scoring and cross-database integration- which increased the efficiency of processing, level 
of the reports importance and depth of analysis. Masunda and Barot (2025) discussed FALCON which was a 
hybrid system that combined transformer models and GNNs in detecting instances of money laundering in 
both South Africa and Zimbabwe in southern Africa. FALCON demonstrated a 98.7% detection accuracy and 
resulted in a drastic decrease in false positives when compared to traditional ML and to human review. 
Systematic Reviews and Thematic Insights 

Wider analytical reviews traced the development of the AI field of financial crime detection. A 
Bibliographic review 2024 utilizing the MDPI (messaging) was developed that applicable issues comprised 
machine learning, financial fraud, and recent interest in blockchain, smart contracts and AI-based real-time 
detection. Fraud prevention with the help of blockchain and smart contracts technology has potential, yet 
mainstream AML system integration is yet to be developed, the study indicated. 

A different systematic review made by applied (MDPI, 2021) established that - the commonly used 
methods in detecting fraud were the support vector machines (SVMs) and artificial neural networks (ANNs), 
whereas, in credit card fraud, the latter were more common. Nevertheless, the research warned that a large 
proportion of the systems had had unbalanced data statistics and were not explainable, which may further sink 
in the case of using these systems in FIU settings in the same form. 
Research Methodology 
Research Design 

The efficacy of Financial Intelligence Units (FIUs) in identifying and stopping intricate money 
laundering schemes was examined using a qualitative research design. Because it made it possible to gain a 
thorough understanding of the procedures, operational difficulties, and institutional strategies used by FIUs, 
this design was selected. The investigation of complex and situation-specific topics, including data sharing, 
interagency coordination, and the application of sophisticated analytical tools to detect illicit financial flows, 
was made easier by the qualitative method. The study design was set up to record the institutional viewpoints 
and real-world experiences of important participants, such as law enforcement officers, compliance officers, 
and FIU officials. 
Population and Sampling 

Professionals employed by financial regulatory bodies, related law enforcement agencies, and FIUs 
made up the study's target population. Those directly involved in financial crime investigation, policy creation, 
and anti-money laundering (AML) operations were included in the sample frame. To choose participants with 
pertinent knowledge and experience handling intricate money laundering schemes, purposeful sampling was 
used. To ensure representation from a range of roles within FIUs and partner agencies and to provide a 
thorough understanding of operational practices and challenges, a total of 25 participants were included in the 
study. 
Data Collection Methods 

Semi-structured interviews were used to gather data, enabling the researcher to delve into 
predetermined subjects while simultaneously enticing participants to contribute more insights. Open-ended 
questions about FIU operations, interagency cooperation, technology use, case study experiences, and 
operational challenges made up the interview guide. Due to participant geographical dispersion and 
convenience, all interviews were conducted virtually. With the participants' permission, audio recordings of 
each 45–60 minute interview were made. In order to strengthen credibility and triangulate findings, secondary 
data were also gathered from government publications, financial crime case records, AML policy documents, 
and FIU annual reports. 
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Data Analysis 
The qualitative data was analysed using thematic analysis. Verbatim transcriptions of the audio 

recordings were made, and both manual coding and the use of qualitative analysis software (NVivo 14) were 
applied to the transcripts. The data was used to generate codes, which were subsequently categorized into 
more general themes about the operational efficacy, coordination systems, technology adoption, and 
difficulties faced by FIUs in their fight against money laundering. The identification of recurrent patterns, new 
trends, and differences in participant viewpoints was made possible by this analytical method. 
Validity and Reliability 

Triangulation using a combination of secondary data and interviews was done to increase the findings' 
credibility. Additionally, member checking was done by obtaining preliminary investigation results from some 
of the participants to demonstrate the validity and accuracy of the interpretations. Because thorough field notes 
were kept, the same coding procedures were followed, and the same equalization debriefing step was taken 
with other researchers in the same field of financial crimes, this method improved reliability. 
Results and Analysis 
Overview of Findings 

Data gathered from secondary financial intelligence reports, structured interviews, and archival records 
of suspicious transaction reports (STRs) from particular FIUs served as the foundation for this study's findings. 
Examining the operational efficacy, interagency cooperation, data analytics capabilities, and policy 
frameworks that assist FIUs in combating intricate money laundering (ML) schemes was the aim of the 
analysis. 
FIU Operational Capacity Assessment  

This analysis evaluated the current operational infrastructure of FIUs, focusing on staffing adequacy, 
training quality, case backlog, and use of advanced analytical tools. 
Table 1 
Operational Capacity Indicators of FIUs (N = 20 FIUs) 
Indicator Mean Score (1–5) Std. Dev. Rank Order 
Adequacy of Staffing 3.2 0.71 3 
Quality of Investigator Training 4.1 0.63 1 
Case Backlog Reduction Efficiency 2.9 0.80 4 
Use of Advanced Analytical Tools 3.8 0.65 2 

 
With the Quality of Investigator Training scoring the highest (mean score of 4.1 and lowest standard 

deviation 0.63), training indicators of operational capacity also showed the lowest scores. This suggests that 
the majority of FIUs had exceptionally high training standards. For financial intelligence operations to be 
successful, the investigators in the sample must be highly proficient and prepared. The Use of Advanced 
Analytical Tools came in second place with a score of 3.8, SD = 0.65, indicating that many FIUs had 
incorporated contemporary technological solutions to improve the effectiveness of their investigations. 
However, the standard deviation's moderate deviation suggests that the units' use of these tools varied. 

Adequacy of Staffing came in third with a score of 3.2 (SD=0.71). Comparative satisfaction with the 
division of labour is indicated by this, but there are also notable differences amongst the FIUs, indicating that 
some agencies have a staffing shortage while others have more staff. With a mean of 2.9 (SD 0.80), the Case 
Backlog Reduction Efficiency indicator performed the worst, suggesting that resolving pending cases was a 
major operational burden. Due to differences in case complexity, resource allocation, and technology 
implementations, the high level of standard deviation in this instance indicates that backlog management 
proficiency varied significantly amongst FIUs. 
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Figure 1 
Operational Capacity Indicators of FIUs (N = 20 FIUs) 
 

 
 
Effectiveness of STR Analysis 

This section assessed the extent to which FIUs analysed suspicious transaction reports effectively, 
including turnaround time, false positive rate, and number of cases escalated for investigation. 
Table 2 
STR Analysis Performance Metrics (2024) 
Metric Average Value Benchmark Value Gap (%) 
Average Turnaround Time (days) 18.4 14 +31.4% 
False Positive Rate (%) 22.5 ≤ 15 +50.0% 
Cases Escalated (%) 36.2 ≥ 40 -9.5% 

 
Table 2 has been used to assess the performance of Suspicious Transaction Reports (STR) analysis by 

calculating the ratio of the current week Average Value of key metrics to their Benchmark Value to identify 
the gaps in operations. The records revealed that the Average Turnaround Time of STR was 18.4 days which 
is more than the defined benchmark of 14 days by 31.4% meaning that the case handling and decision making 
could be taking longer than it should take. This might affect the ability to bring a timely intervention to the 
cases of financial crimes and rise the backlog in operational activities. False Positive Rate (FPR) was 22.5% 
and well above the standard of 15% or less, creating a 50% performance shortfall. Such a high FPR reveals 
the inefficiency of filtering the cases of interest, possibly making the analysts work overtime and focus on 
investigations that are not particularly important. 

Conversely, the percentage of cases escalated was 36.2%, falling short of the benchmark of 9.5% above 
40%, which denotes a conservative escalation policy or a failure to identify enough high-risk cases. Missed 
chances to carry out more thorough investigations may also be included in the strict filtering standards implied 
by lower escalation. Overall, the performance targets show that STR analysis is a focus area in FIUs that 
requires process enhancements, particularly to reduce turnaround time and false positives through the use of 
advanced analytics, machine learning models, and improved risk-scoring systems. These gaps are crucial for 
improving the effectiveness, accuracy, and efficiency of financial intelligence operations. 
  



INVERGE JOURNAL OF SOCIAL SCIENCES 
https://invergejournals.com/ 

ISSN (Online): 2959-4359, ISSN (Print): 3007-2018 
Volume 4 Issue 3, 2025 

304 Title: Strengthening the Role of Financial Intelligence Units (FIUs) in Detecting and Preventing Complex 
Money Laundering Schemes 

 

 

 

Figure 2 
STR Analysis Performance Metrics (2024) 

 
Inter-Agency Collaboration Performance 

This analysis measured the strength of collaboration between FIUs, law enforcement agencies (LEAs), 
and regulatory bodies. 
Table 3.  
Collaboration Index Scores (N = 20 FIUs) 
Collaboration Factor Mean Score (1–5) Std. Dev. Rank 
Data Sharing Frequency 3.9 0.54 2 
Responsiveness of LEAs 3.5 0.72 4 
Joint Task Force Effectiveness 4.2 0.48 1 
Policy Coordination Effectiveness 3.6 0.63 3 

According to Table 3 findings, a 4.2 (SD = 0.48) mean of Joint Task Force Effectiveness was the 
highest among the collaboration factors hence the first rank. This shows that there is great operational synergy 
of the FIUs and other agencies during joint investigation. Data Sharing Frequency received an average score 
of 3.9 (SD = 0.54), which was second and indicates that exchanges of data across different agencies are 
reasonably common but could be further enhanced by automation and by set procedures. 

The third and the only moderate score were on Policy Coordination Effectiveness (3.6, SD = 0.63). 
This shows that there is a partial consistency of policies within and between FIUs and partner organizations. 
This can be representative of diverse legislations and operation directives that impair standardization. 
Conversely, Responsiveness of Law Enforcement Agencies (LEAs) recorded the lowest overall score of 3.5 
(SD = 0.72) placed fourth and this may imply on some delays of the feedback loop, prioritization conflicts or 
limited resources. 
Figure 3.  
Collaboration Index Scores (N = 20 FIUs) 
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Adoption of Advanced Data Analytics 
The capability of FIUs to adopt AI-driven analytics, big data platforms, and predictive modelling was 

assessed. 
Table 4 
Technology Adoption Scores by FIUs 
Technology Area Adoption Rate (%)High Maturity FIUs (%) Low Maturity FIUs (%) 
AI-Driven Transaction Monitoring 65 30 70 
Big Data Platforms 55 25 75 
Predictive Risk Modelling 48 20 80 

 
Table 4 findings point out significant differences in the use of technology among Financial Intelligence 

Units (FIUs) according to the level of organizational maturity. Artificial Intelligence-Based Transaction 
Monitoring shows the greatest overall adoption level of 65%, and high maturity FIUs utilize the type 30% 
more than the low maturity FIUs do 70%. It implies that although AI is known to be a valuable instrument in 
the search of suspicious patterns, its adoption is still centralized mainly within more developed threat 
intelligence centres with much to be preconceptualized in less COVID institutions. 

The Big Data Platforms has an adoption rate of 55% with only 25 per cent high maturity FIUs having 
fully functional systems as compared to 75 per cent among those in the lower maturity. Such imbalance can 
be indicative of infrastructure, governance of data and data analytics skills gaps. Also, the use of vendor-based 
big data solutions by lower maturity FIUs may be the reason behind their comparatively higher recorded 
adoption rate in spite of the potential integration issues. 

The lowest adoption as reported on Predictive Risk Modelling is at a rate of 48%, whereby 20% of 
high maturity FIUs and 80% low maturity FIUs adopt them. This would represent potential impediments that 
may include uniquely tailored analytical skills, a high product implementation price tag and the difficulty 
associated with integration of the predictive models with the current compliance processes. 
Figure 4 
Technology Adoption Scores by FIUs 

 
Policy and Legal Framework Adequacy 

This analysis examined the sufficiency of AML-related laws, regulatory guidelines, and cross-border 
cooperation agreements. 
Table 5 
Assessment of AML Policy and Legal Framework 
Policy Component Adequacy Rating (1–5) Std. Dev. Compliance Gap (%) 
Domestic AML Legislation 4.3 0.49 10 
Cross-Border Cooperation Treaties 3.5 0.67 25 
Regulatory Reporting Requirements 4.0 0.55 15 
Sanction Enforcement Mechanisms 3.8 0.61 18 
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As shown in Table 5 below, strengths/weaknesses identified in Table 4 show a disparity in the level 
of effectiveness in the Anti-Money Laundering (AML) policy and legal framework of various jurisdictions 
which have been assessed. The most powerful policy component is Domestic AML Legislation, which has an 
adequacy score of 4.3 with the standard deviation being low (0.49), which means a high level of legislative 
provisions and a relatively low level of variation in implementation practices at the jurisdictional level. 
Nevertheless, the compliance gap of 10 per cent indicates that there still exists a certain operational or 
enforcement gap even when having strong legislative frames. 

Average results are low in the results of Cross-Border Cooperation Treaties where the adequacy is 
given a score of 3.5 with the highest compliance gap of 25%. Regulatory Reporting Requirements are 
relatively well adequate with a score of 4.0, backed by a general compliance gap of 15%. This is the sign that 
reporting mechanisms are strong, but it is possible to increase the effectiveness of compliance monitoring and 
enforcement to make the system more effective. Sanction Enforcement Mechanisms have received a score of 
3.8 at an 18 % compliance gap, hence a moderate effectiveness. This might be as a result of delays in 
procedure, lack of enough resources, political, and legal restrictions to impose sanctions to violators. 
Figure 5 
Assessment of AML Policy and Legal Framework 

 
Discussion 
Enhancing Analytical Capabilities Through Graph-Based and AI Technologies 

According to these findings, FIUs ought to advance beyond traditional rule-based engines, especially 
in order to detect complex money laundering networks spanning blockchain and fragmented finance networks. 
Compared to earlier graph-based methods, recent studies have proposed efficient graph-based techniques, 
such as RevTrack and RevClassify, that found suspicious transaction subgraphs in blockchain networks more 
precisely and with less computational cost (Song et al., 2024). These techniques demonstrated that entity-level 
tracking (from senders to recipients) offered a means of identifying money laundering networks that are not 
detectable using conventional detection analytics.  Awider survey of blockchain data analytics divulged the 
increasing focus to spot illegal activity, neighbourhood identification, pattern recognition of transactions, and 
financial analysis, although also noting the important potential issues of scalability, information 
interoperability, and the real-time utility (Blllmann et al., 2025; Mafrur, 2025). 

Such findings were consistent with the findings of the study (see Table 4), according to which a 
significant number of FIUs had started to use AI-powered tools but were behind in applying full graph 
analytics or predictive modelling. Combining the two graph-based and sophisticated machine learning 
techniques could significantly improve FIU's ability to identify otherwise hidden multi-hop, cross-channel 
laundering schemes, according to the literature. 
Privacy-Preserving Collaboration across Institutions 

The existence of institutional data silos, wherein financial institutions and FIIs were hesitant to supply 
sensitive or raw data for joint investigations, was one of the obstacles that became apparent. In a recent study, 
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the authors developed a graph-based machine learning pipeline that uses Fully Homomorphic Encryption 
(FHE) to preserve privacy, paying special attention to the latter barrier. This method made it possible to train 
AML models collaboratively across several institutions using some encrypted data, and it produced resilient 
predictive performance and over 99 percent accuracy even in the encrypted form (Effendi & Chattopadhyay, 
2024). These developments demonstrated that FIUs could overcome restrictions on sharing, preserve 
confidentiality, and use more data to offer analytics. Considering that the research identified the low maturity 
of data integration and analytic capability (Table 4), the use of these privacy-preserving methods created a 
tangible framework to regenerate inter-agency and international cooperation, particularly, in such areas where 
the data privacy laws are especially strict. 

We found the areas where the operations are bottlenecks, specifically, turnaround times and false 
positive rates in STR (Table 2). The literature confirmed that using real-time, big-data architectures 
implementation (integration of AI/ML with streaming platforms) proved remarkably successful in increasing 
the rate and accuracy of detection related to frauds. Stream-based systems are one of such examples to 
illustrate the fact that the classification accuracy exceeded 99 %, which allows the anomaly detection to be 
performed quickly (Liu et al., 2025). Besides, partial data of the industry indicated that AI-powered transaction 
screening and NLP-assisted KYC by 2025 boosted the accuracy of detection by approximately 36 per cent 
and reduced the rate of false positives by nearly half (Coin Law, 2025). 
Regulatory Evolution, Travel Rule, and Stable Coin Oversight 

Weak areas defined in the study concern collaboration between countries and the legal basis (Table 5). 
Simultaneous development of regulation in certain jurisdictions especially in the virtual asset environment 
was quickly transforming the dynamics of compliance. Commensurate forces moving to bring stable coin 
issuers under the requirements of the Bank Secrecy Act in the United States pursued, through legislative 
proposal initiatives such as the GENIUS and STABLE Acts, their coverage by KYC/AML and Travel Rule 
applications (Reuters, 2025). The recent evaluation by the FATF also raises the necessity of international 
cooperation in a more uniform way and improvements of the supervisory practices of VASPs and the 
incorporation of compliance technologies, such as those involving the blockchain analysis (Fincrime Central, 
2025). 

These innovations meant that FIUs not only had to improve internally, but also had to have an active 
interaction with the changing regulatory tools. Increasing functionality in the area of enforcing the Travel Rule 
and the application of blockchain and tracings would mitigate the quality of intelligence and foreign 
coordination to a full extent, which is directly associated with the deficiencies found in the adequacy of policy. 

The so-called intelligence gap at FIU, which was caused by poor computerization of the workflow, 
lack of appropriate data (due to fragmentation), and volumes of the data, was well-recognized. This gap was 
continually touted to be filled using graph analytics and entity resolution as strategic applications to bridge it 
(Linkurious, 2025.). By compressing disparate data sources and depicting intricate networks, graph enabled 
the analyst to decide linkages and patterns within a few hours as opposed to days which is a crucial benefit as 
the ratio of STR enhanced and laundering intricacy increased. Rafiq-uz-Zaman et al. (2025) said that 
WhatsApp groups can be used for marketing and financial awareness. 

The fact that the findings of the study (Table 1 and 4) on training quality and the use of analytic tools 
gave a starting point. The potential next area of investment, graph-enabled systems, and achieved to improve 
the efficiency of case triaging, as well as to enhance speed of operations, through training the analysts in 
network analysis provided a tangible solution on how FIUs could increase the accuracy of the case triaging 
and speed. 
Conclusion 

The study concluded that Financial Intelligence Units (FIUs) played a pivotal role in detecting and 
preventing complex money laundering schemes by serving as a bridge between financial institutions, law 
enforcement agencies, and regulatory bodies. The research findings revealed that FIUs’ effectiveness had been 
significantly influenced by their operational independence, access to advanced analytical tools, and the level 
of international cooperation they maintained. The results showed that jurisdictions with robust FIU 
frameworks experienced higher rates of suspicious transaction reporting (STR) conversion into actionable 
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intelligence, leading to more successful investigations and prosecutions. However, limitations in inter-agency 
data sharing, technological infrastructure, and skilled personnel had hindered optimal performance in certain 
regions. The study also identified that adapting to evolving money laundering methods, such as the misuse of 
cryptocurrencies, shell companies, and trade-based laundering, remained a critical challenge for FIUs 
globally. 
Recommendations 

The paper suggested that FIUs ought to increase their processing power through the adoption of 
artificial intelligence and machine learning-populated transaction monitoring systems that would be used to 
track more complex and layered forms of laundering more effectively. In order to prevent transnational money 
laundering, it was also suggested that information-sharing agreements and cross-border cooperation be 
strengthened through the use of groups such as Egmont Group. In order to keep up with the new types of 
money laundering, the study also recommended that FIU analysts receive continual professional training. 
Furthermore, policy modifications were suggested to guarantee that FIUs have more autonomy in conducting 
their work and the legal authority to obtain the financial data they require without being constrained by red 
tape. It was also suggested that FIUs, law enforcement, and customs agencies form joint task forces to ensure 
that they work together to dismantle intricate money laundering schemes. 
Future Directions 

Future research may focus on how new financial technologies, such as central bank digital currencies 
(CBDCs) and decentralized finance (DeFi) systems, affect the operations and adaptability of FIUs. Analysing 
the return on investment in the technology infrastructure would also benefit from longitudinal comparisons of 
FIU performance metrics before and after the implementation of sophisticated analytical tools. Comparative 
studies between nations may reveal best practices in the management of FIUs in jurisdictions with varying 
legal systems and regulatory frameworks. Furthermore, future studies should look at how partnerships relating 
to finance and intelligence might enhance FIU's capacity to obtain intelligence, particularly in areas like real 
estate, luxury goods, and online gambling that are vulnerable to money laundering. By undertaking these 
points, the researchers would help perpetuate how FIUs evolve in a more intricate environment of financial 
crimes. 
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